“Ransomware went to zero after we deployed Malwarebytes.”

Challenges

- Ransomware and advanced malware attacks frequently hit the school
- Protection was unable to keep up
- Attacks created downtime for users
- Remediation ate up time for IT staff

Reasons for Choosing Malwarebytes

- Real-time protection: Malwarebytes automatically quarantines and removes threats when detected.
- Cloud-based system: Teams are able to troubleshoot a system remotely, saving time and travel costs.
- Alerting: Malwarebytes lets teams know when it detects malicious items, so teams can jump on the issue before it becomes too large.

How Malwarebytes Solved the Problem

- Reduced ransomware infections to zero
- Reclaim days of IT staff time by eliminating remediation of infected machines
- Gains protection equal to that of much larger universities
“Ransomware went to zero after we deployed Malwarebytes. We easily monitor every system now and don’t have to guess what is going on. Malwarebytes gives us a stronger layer of protection.”

Ronald Proschan, Associate IT Director
UC Hastings